
           

FINANCE COMMITTEE AGENDA

Tuesday, January 12, 2021
8:30 AM

Via Zoom Teleconference
Brea Civic & Cultural Center, 1 Civic Center Circle, Brea, California

MEMBERS:
ALTERNATE:  

Mayor Pro Tem Cecilia Hupp and Council Member Marty Simonoff 
Council Member Christine Marick

This meeting is being conducted consistent with Governor Newsom’s Executive Order
N-29-20 dated March 17, 2020, regarding the COVID-19 pandemic.  The Finance
Committee Meeting will be held on January 12, 2021 at 8:30 AM via Zoom and the public
is welcome to participate.  To provide comments by teleconference (Zoom), members of
the public must contact City Staff at (714) 990-7676 or arlenem@cityofbrea.net no later
than 12:00 PM on Monday, January 11, 2021 to obtain the Zoom Meeting ID number and
password.  Participants will be muted until recognized at the appropriate time by the
Committee. Written comments may be sent to the Administrative Services Department at
arlenem@cityofbrea.net no later than 12:00 PM on Monday, January 11, 2021.  Any
comments received via email will be summarized aloud into the record at the meeting.  

The Finance Committee agenda packet can be viewed on the City of Brea website at:  
https://www.ci.brea.ca.us/509/Meeting-Agendas-Minutes.  Hard copies of the agenda
packet are available via USPS with proper notice by calling (714) 990-7676.  Materials
related to an item on this agenda submitted to the Finance Committee after distribution of
the agenda packet are available for public inspection in the third floor lobby of the Civic &
Cultural Center at 1 Civic Center Circle, Brea, CA 92821 during normal business hours. 
Such documents may also be available on the City's website subject to staff's ability to
post documents before the meeting. 

             
CALL TO ORDER / ROLL CALL
 

1. Matters from the Audience
 
CONSENT
 

2.   December 8, 2020 Finance Committee Regular Meeting Minutes - Approve. 
 
DISCUSSION
 

3.   Purchase National Incident-Based Reporting module from Motorola Solutions Inc.

NOTE: This agenda is subject to amendments up to 72 hours prior to the meeting date.
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3.   Purchase National Incident-Based Reporting module from Motorola Solutions Inc.
 

4.   Online Citizen Reporting - Coplogic
 

5. Schedule Next Meeting:  January 26, 2021
 

cc: Mayor Steven Vargas
Council Member Glenn Parker

Special Accommodations
In compliance with the Americans with Disabilities Act, if you need special assistance to participate in this meeting, please
contact the City Clerk’s Office at (714) 990-7757. Notification 48 hours prior to the meeting will enable City staff to make
reasonable arrangements to ensure accessibility. (28 CFR 35.102.35.104 ADA Title II)

NOTE: This agenda is subject to amendments up to 72 hours prior to the meeting date.
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  2. 
City of Brea

FINANCE COMMITTEE COMMUNICATION

TO: Finance Committee Members

FROM: Bill Gallardo 

DATE: 01/12/2021

SUBJECT: December 8, 2020 Finance Committee Regular Meeting Minutes 

RECOMMENDATION
Approve. 

RESPECTFULLY SUBMITTED
William Gallardo, City Manager
Prepared by: Alicia Brenner, Senior Fiscal Analyst 
Concurrence: Cindy Russell, Administrative Services Director

Attachments
Draft Minutes 
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DRAFT FINANCE COMMITTEE MINUTES 
 

 Tuesday, December 8, 2020 

 8:30 AM 

Via Zoom Meeting 

Brea Civic & Cultural Center, 1 Civic Center Circle, Brea, California 

 

 
CALL TO ORDER / ROLL CALL 
 
ATTENDEES: Mayor Marty Simonoff, Council Member Cecilia Hupp, Chris Emeterio, Tony 
Olmos, Cindy Russell, Bill Bowlus, Michael Ho, Faith Madrazo, Liz Pharis, Alicia Brenner, Ryan 
Chapman and Gillian Lobo 
 

1. Matters from the Audience - None 
 

 
CONSENT 
 

2. November 24, 2020 Finance Committee Regular Meeting Minutes – Approved. 

 
 
DISCUSSION 
 

3. Resolution Approving Application Submittal to CalOES for Community Power Resiliency 
Allocation to Cities Program – Recommended for City Council approval. 
 

4. Approve Specifications, Receive Bids, Award Contract with TrueNorth Steel for the 
Birch Hills Golf Course Bridge Replacement, CIP No. 7958 (“Project”) – Recommended 
for City Council approval. 
 

5. Approve Plans and Specifications, Receive Bids, Award Contract with Gentry Brothers, 
Inc. for the Country Lane Street Rehabilitation, CIP No. 7323 (“Project”) – Recommended 
for City Council approval. 
 

6. Approve Plans and Specifications, Receive Bids, Award Contract with Sully-Miller 
Contracting Company for the Napoli Tract Water Improvements, CIP No. 7458 (“Project”) 
– Recommended for City Council approval. 
 

7. Approve Plans and Specifications, Receive Bids, Award Contract with Hardy & Harper, 
Inc. for the Imperial Highway/Berry Street Intersection Improvements, CIP No. 7278 
(“Project”) – Recommended for City Council approval. 
 

8. Approve Plans and Specifications, Receive Bids, Award Contract with All Cities 
Engineering, Inc. for the Brea Water Main Replacement Steele Drive Tract and Pleasant 
Hills Tract, CIP No’s. 7453 and 7457 (“Project”) – Recommended for City Council approval. 
 

9. Contract Addendums for Interim Contracts with Western Golf Properties LLC at Birch 
Hills and Brea Creek Golf Courses – Recommended for City Council approval. 
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10. Resolution Authorizing Submittal of Application for Beverage Container Recycling 

City/County Payment Programs and Related Authorizations – Recommended for City 
Council approval. 
 

11. Approve Plans and Specifications, Receive Bids, Award Contract with Stephen Doreck 
Equipment Rentals, Inc. for the Moorpark Drive Water Improvements Project CIP No. 
7430, (“Project”) – Recommended for City Council approval. 
 

12. Schedule Next Meeting:  December 22, 2020 
 

 
Meeting adjourned: 8:32 AM   

 
 
cc: Mayor Pro Tem Steven Vargas 

Council Member Glenn Parker 



  3. 
City of Brea

FINANCE COMMITTEE COMMUNICATION

TO: Finance Committee Members

FROM: Bill Gallardo 

DATE: 01/12/2021

SUBJECT: Acquisition of the National Incident-Based Reporting Module from Motorola
Solutions Inc.

RECOMMENDATION
Authorize the Police Department to Purchase the National Incident-Based Reporting Module
from Motorola Solutions Inc. for $23,585.12.

BACKGROUND/DISCUSSION
Summary Reporting, more commonly known as Uniform Crime Reporting (UCR) was
established in the 1920s as a way to help generate reliable and uniform national crime
statistics.  Since then, the Federal Bureau of Investigation (FBI) has been charged with
collecting, publishing, and archiving these statistics.  Currently, UCR Reporting collects crime
data for only eight crime index categories:  murder, rape, robbery, aggravated assault,
burglary, larceny-theft, motor vehicle theft, and arson.   UCR employs a hierarchy rule; that
is, each crime category is given a ranking, and for those incidents with multiple offenses, only
the highest-ranked crime is reported. 

In the 1990s, law enforcement saw a need for more detailed reports and introduced the
National Incident-Based Reporting System (NIBRS) as the reporting protocol for the FBI, with
Incident-Based Reporting (IBR) being the state level of reporting.  California has remained a
UCR reporting state.  On June 10, 2016, the FBI’s Uniform Crime Reporting Program
informed all states that the FBI would be mandating a transition to an IBR-only data collection
by January 1, 2021. 

What is the NIBRS? The NIBRS is a more comprehensive crime data collection system that
captures specific details about crimes and offenders through incident-based reporting. 
The NIBRS expands UCR crime data from summary counts of eight crime categories to
specific incident-level data for 49 different crimes.  Details captured in the NIBRS include the
date, time, location, and circumstance of the incident; as well as characteristics of the victim
and offender.  In total, there are 58 data elements that are potentially reported for a NIBRS
incident. 



SUMMARY/FISCAL IMPACT
The acquisition of the National Incident-Based Reporting module will facilitate the Brea Police
Department transition to an IBR-only data collection system as mandated by the FBI.  The
Fiscal Year 2020-21 budget has sufficient funding available in the Dispatch Impact Fees
account (543-21-2133-4639) for the acquisition, installation, project management and training
at $23,585.12.  First-year maintenance is also included in the first-year cost.  The on-going
annual maintenance of $2,998.20, will be budgeted in the Information Technology Internal
Support Fund (Fund 475).

RESPECTFULLY SUBMITTED
William Gallardo, City Manager
Prepared by: Mary Larkin, Records/Property & Evidence Supervisor
Concurrence: Adam Hawley, Acting Chief of Police

Attachments
NIBRS Quote and Purchase Addendum 



 

 

Quote and Purchase Addendum 

Quoted Date: September 8, 2020  Quote Number: 200424 
Quote Expiration: Dec 30, 2020  Prepared By: Tally Gochis 

Services Included 

 First-year Maintenance – For the specific module(s) listed in this document, all upgrades and 
live phone support services are included for the entire first year.  

 Project Management and Installation – Motorola Solutions will assign a Flex Project Manager 
as the agency’s single point of contact. This individual will coordinate Motorola's expert 
installation and training staff as needed to ensure a smooth upgrade transition.  

Included in Quote 

 California IBR 

 Training 
Package Quote 

$23,585.12 

Payment Terms 

*Preapproved to split payment in half over two fiscal years.  

Future Maintenance 

 Future maintenance is estimated for your planning purposes and is not included 
in this purchase. 

 2nd-year maintenance will begin 12 months from production implementation. 

2nd-year Maintenance Total: $2,998.20 

The Customer’s signature below constitutes its agreement to purchase the licenses, products and/or 
services according to the terms quoted by Motorola Solutions within this document. This document shall 
serve as an addendum to the Purchase Agreement previously entered into between the Customer and 
Spillman Technologies. The terms and conditions of the Purchase Agreement, as well as the related 
License Agreement and Support Agreement, shall apply to the items quoted herein. 

Brea Police Department   

Customer Name  Authorized Signature 

 
   

Date  Print Name and Title 

 



  4. 
City of Brea

FINANCE COMMITTEE COMMUNICATION

TO: Finance Committee Members

FROM: Bill Gallardo 

DATE: 01/12/2021

SUBJECT: Online Citizen Reporting - Coplogic

RECOMMENDATION
Authorize the Police Department to purchase the Coplogic online reporting system at an
annual cost of $13,020.

BACKGROUND/DISCUSSION
A police staffing report related to online reporting systems is both a best practice and has
become commonplace throughout the industry.  Implementation of an online reporting
system would improve efficiency, increase the public's ability to file a police report, and
reduce the workload for officers and records personnel.  A contract with Coplogic
(LexisNexis) would provide an online reporting system that supports multiple languages and
translates the reports into English for department personnel.  The Coplogic system also
processes non-criminal reporting for common issues such as graffiti and abandoned
vehicles.  The Coplogic system has an existing interface with the department's current
records management system, so there will be no additional cost for the system interface. 
The system also supports statistical crime reporting for both the Uniform Crime Reporting
(UCR) program, and the pending new reporting system, the National Incident-Based
Reporting System (NIBRS).   

SUMMARY/FISCAL IMPACT
The fiscal impact is $1,085 per month for an annual cost of $13,020.  The initial contract will
be for two years for a total cost of $26,040.  City Council approved the first-year funding of
$13,020 from the Dispatch Impact Fee account (543-21-2121-4321) as part of the FY
2020-21 budget for the purchase and implementation of the system as well as training.  As a
subsciption-based program, the second-year annual fee of $13,020 will be included in the
Police Department annual General Fund Operating Budget.  An assessment of the system's
effectiveness will be evaluated before renewal of the contract.

RESPECTFULLY SUBMITTED
William Gallardo, City Manager
Prepared by:  David Dickinson, Captain
Concurrence:  Adam Hawley, Acting Chief of Police

Attachments



FY 20-21 Decision Package 
Coplogic DOR System 
Coplogic LE Agreement 



F Y  20 20- 21  DEC IS ION P ACKA GE 

Department: Police Services 

Division: Investigative Services Division / Records 

Request:  Online Citizen Reporting  

The department recently underwent a thorough staffing needs assessment conducted by a consultant. One of 
the recommendations made by the consultant at the conclusion of their assessment was to acquire an online 
reporting system. The report asserts that online reporting systems are both a best practice and have become 
commonplace throughout the industry. Implementation of an online reporting system would improve efficiency 
by reducing workload for officers, front counter, and records personal. Also, it will provide enhanced service to 
our community by allowing our residents and businesses a convenient and continuously accessible platform to 
report commonplace crimes and issues.  

The Police Department is proposing to offer online reporting again, via a contract with Coplogic, which is now 
owned by LexisNexis. In the past two years, LexisNexis has substantially increased the capabilities of its software.  
The reporting template has more customization features, thereby reducing the number of errors, decreasing 
the need for record technicians to make corrections, and improving reporting accuracy. The system supports 
multiple languages and translates reports into English for police personnel. It allows for other non-criminal 
reporting for common issues such as graffiti, abandoned vehicles, etc. Also, non-emergency inbound calls can 
be routed to a web application.   

The fee is $1,085 per month or $13,020 annually, which includes training and unlimited users and incident types. 
There are no interface or startup costs, as the vendor already has an existing interface with the Police 
Department’s records management system. Coplogic is fully conformable for crime statistic reporting, with both 
the current Uniform Crime Reporting Program (UCR) and the new reporting format, National Incident-Based 
Reporting System (NIBRS), which the State of California will switch to in the next fiscal year.   

Fiscal Impact 
Fund/Dept/Program No 1X Ongoing Total 

Salary/Benefits $    0 $   0 $    0 
Services/Supplies 543 21 2121 4321 13,020 13,020 13,020 
Capital Outlay $    0 $     0 $    0 

Subtotal $    0 $     13,020 $    13,020 
Offset 0 0    0 

Total $    0 $     13,020 $    13,020 
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Order No. 1
LexisNexis® Desk Officer Reporting System (DORS)

This Order No. 1 (“Order”) is entered into this ________ day of ___________, 2020 (“Order Effective Date”) between 
City of Brea Police Department ("Agency") and LexisNexis Coplogic Solutions Inc. ("Provider") and subject to the terms and 
conditions of the Law Enforcement Agreement effective ___________(“Agreement”) between the Parties.  

1. TERMS AND CONDITIONS.
All of the terms and conditions contained in the Agreement shall remain in full force and effect and shall apply to the extent 
applicable to this Order except as expressly modified herein.  To the extent that the terms and conditions of this Order are in 
conflict with the terms and conditions of the Agreement, or any other incorporated item, this Order shall control.  Capitalized 
terms used herein but not defined shall have the same meaning as set forth in the Agreement.

2. DESCRIPTION OF SERVICES.
Provider, as part of its business has developed and makes available to law enforcement entities an online citizen reporting 
system called LexisNexis® Desk Officer Reporting System (“DORS”) enabling individuals, retail companies and other 
organizations to file reports, crime tips and other forms online to law enforcement.

3. SCOPE OF SERVICES.
Provider agrees to provide the following Services to Agency subject to the provisions of this Order.  Any change to the Services as set 
forth in this Order that occur after the Order Effective Date must be made by amendment to this Order, signed by both Parties.  
Provider will provide the following Services described below subject to Agency’s technology capabilities, processes, and work-flow 
functionality.  

3.1. Services. DORS uses the J2EE standard.  DORS is designed to gather information on incidents from a member of the 
general public (user) via an SSL connection.  DORS will issue a temporary report number to the user and place the 
temporary report into an administrative holding area for review and modification by appropriate Agency 
administrator.  An email is generated to the user that the report has been submitted.  The Agency administrator logs 
in via an SSL connection and approves, rejects, edits or prints reports as appropriate.  Rejecting a report deletes it 
from the DORS system and sends an appropriate email to the user.  Approving the report issues a number, places it 
in a queue to be exported (as determined during implementation), and sends an appropriate email to the user.  The 
Agency administrator and user can download the approved report and/or print the approved report out.  Provider 
shall provide Report retention and distribution services as set forth in in Section 5 of the Agreement, including an 
on-line Report distribution website such as LexisNexis® PoliceReports.com (or its successors).

3.2. Setup and Access.  

Agency Responsibilities.
a) Coordinate with Provider to establish dates for deployment within the DORS implementation schedule 

tab;
b) Provide images for (i) website header image (ii) temporary citizen report image and (iii) final printed PDF 

report image;  
c) Load provided HTML pages onto Agency website which links to Provider’s servers for the Services;
d) Provide Provider with the schema for the desired file format and/or database schema; 
e) Enable Provider read /write access and test environment with current configuration
f) Enable Provider VPN access to the exporter, RMS application(s), and other information required for report 

bridge installation;
g) Provide timely responses to Provider’s questions, which may arise during the setup and configuration 

process.

Provider Responsibilities.
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a) Coordinate with Agency to establish schedule for deployment within the DORS implementation schedule 
tab.

b) Register Agency within Provider’s network and load Agency provided images into Agency’s 
implementation of DORS.  

c) Provide Agency with administrator password and credentials for the Services.
d) Provide Agency with sample operational directives, deployment strategies and sample press release.
e) Provide Agency with suggestions for the successful deployment of the Services.
f) Provide Agency with instructions on the easy setup of a kiosk for Agency’s headquarters lobby, etc.
Completion Criteria.  
This task is considered complete after Provider has delivered listed materials.

3.3. Configuration.
Agency Responsibilities.
a) Coordinate with Provider for web training session on administering the program, using the dynamic 

creation tools, “Triple Lock” login features, user account including deploying the “Secure side filing 
feature”.

b) Using the administrator account, login in and configure the code tables, crime types, user account, and 
dynamic content for Agency.

c) Test the optional interface with the RMS application.
d) Review resulting files with Provider, document any problems, and collaborate with Provider on a plan for 

corrective action(s).
e) Provide necessary files for RMS integration.

Provider Responsibilities
a) Coordinate with Agency for web training session on administering the program, using the dynamic 

creation tools, “Triple Lock” login features, user account including deploying the “Secure side filing 
feature”.

b) Configure export routine for the optional RMS Interface with information provided.
c) Review resulting files with Agency, document any problems, and collaborate with Agency on a plan for 

corrective action(s).

Completion Criteria
This task is considered complete when the DORS is accessible on Provider’s web server and reports can be 
filed and interfaced into the RMS (optional).

3.4. Support and Maintenance. Provider will provide Support and Maintenance Services in accordance with the 
terms and conditions set forth in Section 3 of the Agreement.  

4. TERM AND TERMINATION.  
This Order shall commence upon the Order Effective Date and shall continue for an initial term of twenty-four (24) months 
(“Initial Term”), whereupon this Order shall automatically renew for additional twelve (12) month periods (“Renewal Term”) 
unless either Party provides written notice to the other Party, at least forty five (45) days prior to the expiration of the Renewal 
Term.  

5. FEES AND PRICE ADJUSTMENTS.
The Fees for the Services shall be subject to the terms set forth in Section 4 of the Agreement.  

5.1. The Agency Provider shall not be permitted to distribute or sell Reports received pursuant to this Order.  

5.2. Monthly Services Fees. Monthly Services Fees. Agency shall pay a monthly license Fee for the Services which 
includes Support and Maintenance Services. Fees for the Services for the Initial Term shall be One Thousand 
Eighty Five and 00/100 ($1085) per month. All Fees shall be invoiced monthly by Provider beginning on the 
Order Effective Date. Not withstanding the above, in the event the Agency decides to pay the monthly license 
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Fee for he Services on an annual basis, the Agency shall pay Thirteen Thousand Twenty and 00/100 ($13,020) 
for the Initial Term (“Annual Fee”).  The Annual Fee shall be invoiced by Provider according to the Agreement 
and due on the annual anniversary of the Order Effective Date.

IN WITNESS WHEREOF, the Parties have caused this Order to be executed by their respective authorized representatives as 
of the Effective Date.  

Agency: City of Brea Police Department Provider:  LexisNexis Coplogic Solutions Inc.

Signature: Signature:

Printed Name: Printed Name:

Title: Title:

Date: Date:
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LAW ENFORCEMENT AGREEMENT

This Law Enforcement Agreement (“Agreement”) is dated _________________ (“Effective Date”) by and between LexisNexis
Coplogic Solutions Inc., with its principal place of business at 1000 Alderman Drive, Alpharetta, Georgia 30005 (“Provider”), and City 
of Brea Police Department, with its principal place of operations at 1 Civic Center Circle, Brea CA 92821 (“Agency”).  Provider and 
Agency may be referred to herein individually as a “Party” and collectively referred to as “Parties”.

1. SCOPE. Provider as part of its business has developed several comprehensive products and services for law enforcement.  
Subject to the terms and conditions of this Agreement, Agency desires to order and Provider agrees to provide the various products
and services contained herein (collectively referred to as the “Services”) as described in an applicable order to this Agreement 
(“Order”).   The parties acknowledge Agency is a law enforcement entity with responsibility for the documentation, retention, and 
management of information and reporting related to vehicle accidents, citations, and incidents occurring within its jurisdiction (as 
used within this Agreement, each documented event is a “Report”).  “Report” shall also include any associated or supplemental
information provided with the Report including agency name, images and upload date, as applicable.  

2. LICENSE AND RESTRICTIONS.

2.1 License Grant and License Restrictions.  Upon execution of an applicable Order, Provider hereby grants to Agency a 
restricted, limited, revocable license to use the Services only as set forth in this Agreement and any applicable Order, and 
for no other purposes, subject to the restrictions and limitations set forth below:

a. Agency shall not use the Services for marketing or commercial solicitation purposes, resell, or broker the Services 
to any third-party or otherwise use the Services for any personal (non-law enforcement) purposes; and

b. Agency shall not access or use Services from outside the United States without Provider’s prior written approval; 
and 

c. Agency shall not use the Services to create a competing product or provide data processing services to third 
parties; and

d. Agency’s use of the Services hereunder will not knowingly violate any agreements to which Agency is bound; and
e. Agency shall not harvest, post, transmit, copy, modify, create derivative works from, tamper, distribute the 

Services, or in any way circumvent the navigational structure of the Services, including to upload or transmit any 
computer viruses, Trojan Horses, worms or anything else designed to interfere with, interrupt or disrupt the 
normal operating procedures of Services; and

f. Agency may not use the Services to store or transmit infringing, libelous, or otherwise unlawful or tortious 
material, or to store or transmit material in violation of third-party privacy rights or otherwise infringe on the rights 
of others; and

g. Agency shall not reveal any user accounts or passwords for the Services to any third parties (third parties shall not 
include Agency’s employees who have a need to know such information); and

h. Agency shall not permit any third party (third parties shall not include Agency’s employees who have a need to 
know such information) to view or use the Services, even if such third party is under contract to provide services to 
Agency; and

i. Agency shall comply with all laws, regulations, and rules which govern the use of the Services.
2.2 Other Restrictions.  In addition Provider may, at any time, impose restrictions and/or prohibitions on the Agency’s use of 

the Services, or certain data or no longer offer certain functionalities or features that may be the result of a modification in 
Provider policy, a modification of third-party agreements, a modification in industry standards, a Security Event (defined 
below), a change in law or regulation, or the interpretation thereof.  Upon written notification by Provider of such 
restrictions, Agency agrees to comply with such restrictions or, in the event that Agency is unable to comply, it shall notify 
Provider in writing of its inability to comply within ten (10) days after receipt of Provider’s written notification.  In that 
event, either Party may immediately terminate this Agreement by providing written notice thereof to the other Party 
without such termination constituting a breach of this Agreement.  Provider shall be Agency’s designated preferred Provider 
of such Services as are mutually agreed to and defined hereunder, related to the handling of Agency’s Reports.

2.3 Violation of License Terms and / or Restrictions.  Agency agrees that, if Provider determines or reasonably suspects that: (i) 
Agency is violating any license terms, restrictions, or other material provision of the Agreement; or (ii) Agency has 
experienced a Security Event (as herein defined), Provider may, at its sole option, take immediate action up to and 
including, without further obligation or liability of any kind, terminating Agency’s account and the license to use the 
Services.  

3. SUPPORT AND MAINTENANCE.
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3.1. Ongoing Maintenance.  Provider will, from time-to-time issue and/or provide maintenance including bug fixes, 
enhancements, new features, or new functionality that are generally made available to customers along with any 
corresponding changes to documentation (“Maintenance”).   Maintenance does not include work to custom code, 
customized configurations, or to unauthorized modifications of the Services.  Any Provider assistance beyond standard 
Maintenance will be billed at Provider’s then current pricing schedule, as agreed upon in advance by the Parties.   
Additionally, upon Agency’s written notice of new or revised legislation, statutes, or ordinances requiring any Services to be 
updated, Provider shall update or modify the Services or particular form consistent with such new regulation within a 
reasonable time.

3.2. Support Services.  Provider will provide ongoing support services for problems, queries or requests for assistance 
(“Support”) provided that all requests for Support must be made to Provider Monday through Friday from 8:00 AM ET to 
8:00 PM ET at 1-888-949-3835. Provider will also provide limited after hours Support including the ability to leave a 
message and receive a call back the following business day or sooner, if critical. In order to provide Support, Agency will 
provide all information reasonably required by Provider to identify the issue, including:  an Agency point of contact (familiar 
with the Services and issue), description of issue, screenshots, the impact, and assist in Provider’s efforts to reproduce the 
problem (as applicable).  Provider will work to resolve problem with reasonable promptness for issues that are application 
or Services related (Provider is not responsible for resolving issues caused by Agency hardware).  The Agency agrees to 
provide Provider with data transfers, as requested, remote access to the Services system, and with sufficient test time on 
the Agency's computer system to duplicate the problem, to certify that the problem is with the Services, and to certify that 
the problem has been corrected.  If the problem cannot readily be resolved, Provider will attempt to identify a work around.
Upon resolution of any issue, Provider shall notify the Agency of such resolution via email.   The Parties agree that Provider 
is not obligated to ensure that its Services are compatible with outdated (exceeding 4 years from date of initial release) 
hardware, computer operating services or database engines.

3.3. On Site Support.  In response to written Agency requests for Provider to provide on-site routine non-emergency support, 
Provider shall produce a written estimate of the time required to provide the requested support and state any 
requirements, such as the presence of Agency staff or other resources or materials.  Any on-site support provided by 
Provider shall only be invoiced by Provider or paid by Agency if the problem arose due to something other than a defect in 
the Services.   The Agency shall reimburse Provider at the rate of two thousand five hundred ($2,500.00) dollars per day for 
each Provider employee who provides any on-site support, and such fees will not include any reimbursement for Provider 
travel time or travel expenses.  

4. FEES.

4.1. Fees due to Provider.  Any fees due to Provider for Services hereunder shall be specified in an Order (“Fees”).  For any 
Order where Fees are specified, Provider will issue an invoice to Agency pursuant to the terms in the Order.  Invoices shall 
be paid in full by Agency within thirty (30) days from invoice date.  Provider may increase or decrease the Fee following the 
Initial Term (as defined in an applicable Order) by providing Agency no less than sixty (60) days written notice prior to the 
effective date of such pricing change.  In the event Agency has a good faith dispute on all or a portion of an unpaid invoice 
(“Dispute”), Agency shall notify Provider in writing and follow the procedures set forth below.  To the extent an interface or 
other technological development is required to enable an Agency designated third party (i.e., RMS Vendor) to receive 
Reports from Provider at Agency’s request or to enable Provider to intake Agency Data, such cost shall not be borne by 
Provider.  If any invoice (or undisputed portion thereof) remains unpaid and not subject to a Dispute after sixty (60) days 
from the invoice date, Provider shall have the right to terminate this Agreement (including all Services) or the right to 
discontinue the applicable Service immediately, without such action constituting a breach or incurring any liability herein. 
All Fees not properly disputed or paid shall accrue interest at the rate of eighteen percent (18%) per annum.   All Fees are 
calculated for payment made via ACH, Wire, or Agency check.  Agency agrees that Fees exclude taxes (if applicable) or other 
cost incurred by Agency’s RMS Vendor or other third parties and agrees such costs shall be passed on to Agency.  Provider 
shall not be required to enter into a third-party relationship to obtain payment for the Service provided to Agency; 
however, should Provider elect to do so, Provider reserves the right to charge Agency additional fees for such 
accommodation.

4.2. Fees due to Agency. Using the process as herein defined, on behalf of Agency, Provider will collect and remit to Agency a fee 
for all Reports (“Agency Fee”) purchased from the eCommerce portal set forth on the applicable Order, including but not 
limited to fees for purchases of Reports from that eCommerce portal by an Affiliate.  On a monthly basis, Provider will 
electronically transfer to Agency’s designated account, the total amount of applicable Agency Fee collected by Provider 
during the previous month.  Provider will make available a monthly report to Agency identifying the number of Reports 
provided on its behalf via the LexisNexis® Command Center administration portal and/or its successor.

4.2.1. No Agency Fee will be paid with respect to the following: 
4.2.1.1. When an Affiliate of Provider has paid an Agency Fee to acquire a Report for an Authorized 

Requestor (including Reports purchased before the applicable Order Effective Date) and such 
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Affiliate later resells that Report from its inventory of previously purchased Reports to another 
Authorized Requestor; or

4.2.1.2. When one or more components of a Report (e.g., VIN number), rather than the Report in its 
entirety, is provided by Provider to an Authorized Requestor or an Affiliate of Provider ; or

4.2.1.3. When a Report is acquired by an Affiliate of Provider from a source other than the eCommerce 
portal set forth on the applicable Order; or

4.2.1.4. When a fee is not charged to an Authorized Requestor for the Report.

Nothing in this Agreement shall require Provider or its Affiliate to pay an Agency Fee to the Agency when an Authorized 
Requestor provides a Report and/or specific data extracted from the Report to a third party after the Authorized Requestor 
has purchased such Report from the Affiliate’s inventory of previously purchased Reports. Agency acknowledges that all 
reports requested by Agency Requestors shall be provided free of charge.

4.3. Fees retained by Provider.  Where permitted by law, Provider will charge a convenience fee for each Report provided to an 
Authorized Requestor (“Convenience Fee”) which shall be retained by Provider.  The Convenience Fee shall be established 
by Provider at its discretion, but in no event shall it exceed the amount Provider may legally charge an Authorized 
Requestor.

5. RETENTION / DISTRIBUTION.  For all Services provided hereunder that involve Reports, Provider will maintain a copy of 
each Report for a period of no less than seven (7) years from the date of the Report.  For Services that contemplate the sale of 
Reports, as more specifically described in an Order, Provider shall distribute Reports and/or specific data extracted from the Report 
to individuals or legal entities (“Authorized Requestors”) and other authorized law enforcement entities (“Agency Requestors”) in 
accordance with applicable laws and regulations. Nothing in this Agreement shall prohibit Provider’s Affiliates (defined in Section 
16.1, “Affiliates” below) from purchasing Reports from the ecommerce portal set forth in the Order, or from distributing previously 
purchased Reports and/or specific data extracted from the Report to Authorized Requestors or Agency Requestors in accordance 
with the terms of the Order and applicable laws and regulations. Nothing in this Agreement shall prohibit Affiliates from acquiring 
Reports from a source other than the ecommerce portal set forth in the Order.

6. TERMS AND TERMINATION.

6.1 Term.  This Agreement shall commence upon the Effective Date and shall continue until terminated in accordance with this 
Agreement.  Each Order shall set forth the specified term for the particular Service.  

6.2 Termination.  
6.2.1 Either Party may terminate this Agreement or any Order for cause if the other Party breaches a material 

obligation under the terms of this Agreement and fails to cure such breach within thirty (30) days of 
receiving written notice thereof from the non-breaching Party, provided, however, that if such material 
breach is of a nature that it cannot be cured, immediate termination shall be allowed. Failure to pay by 
either Party shall be considered a material default.  

6.2.2 Either Party may elect to terminate this Agreement or any Order by providing written notice to the other 
of such intent, at least ninety (90) days prior to the end of the applicable Order term.  

6.2.3 Provider may, upon six (6) months written notice to Agency, terminate any Service that will no longer be 
supported or offered by Provider.  Provider will make reasonable efforts to transition Agency to a similar 
Service, if available. Further, Provider may at any time cease to provide Agency access to any portions of 
features of the Services thereof which Provider is no longer legally or contractually permitted to provide.

6.3 Effect of Termination.  Upon termination of this Agreement, each Party shall be liable for payment to the other Party of all 
amounts due and payable for Services provided through the effective date of such termination.  Upon receipt of Agency’s 
written request after termination, Provider shall provide Agency with access to Reports provided by Agency under this 
Agreement and/or data provided through provision of the Services by Agency under an applicable Order so Agency may 
download and/or copy such information.  Provider shall not be obligated to delete from its databases (or from other 
storage media) and/or return to Agency, Reports already provided to Provider by Agency, and shall be permitted to 
continue to maintain and distribute the Reports already in its possession to Authorized Requestors in compliance with 
applicable laws and regulations.   

7. RELEVANT LAWS. Each party shall comply with all applicable federal, state, and local laws and regulations related to its 
performance hereunder, including:

7.1. Fair Credit Reporting Act.  The Services provided pursuant to this Agreement are not provided by “consumer reporting 
agencies” as that term is defined in the Fair Credit Reporting Act (15 U.S.C. § 1681, et seq.) (“FCRA”) and do not constitute
“consumer reports” as that term is defined in the FCRA.  Agency certifies that it will not use any of the information it 
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receives through the Services in whole or in part as a factor in determining eligibility for credit, insurance, or employment or 
for any other eligibility purpose that would qualify the information in as a consumer report.

7.2. Protected Health Information.  Unless otherwise contemplated by an applicable Business Associate Agreement executed by 
the Parties, Agency will not provide Provider with any Protected Health Information (as that term is defined in 45 C.F.R. Sec. 
160.103) or with Electronic Health Records or Patient Health Records (as those terms are defined in 42 U.S.C. Sec. 17921(5), 
and 42 U.S.C. Sec. 17921(11), respectively) or with information from such records without the execution of a separate 
agreement between the Parties.

7.3. Social Security Numbers. Social Security Numbers may be available hereunder as part of Reports and/or related data 
provided from certain states.  However, Agency shall not provide Social Security Numbers to Provider under any 
circumstances under this Agreement.  Should Agency require more information on Social Security Numbers or its 
obligations in relation thereto, Agency should contact Provider Agency Service at 1-866-215-2771 for assistance.   

7.4. Privacy Principles. Agency shall comply with the “Provider Data Privacy Principles” available at 
http://www.lexisnexis.com/privacy/data-privacy-principles.aspx, as updated from time to time. Provider shall notify Agency 
in writing in the event that material changes are made to the Provider Data Privacy Principles.

7.5. Security.  Agency agrees to protect against the misuse and/or unauthorized access of the Services provided to Agency in 
accordance with this Agreement and as set forth in Exhibit A, attached hereto.

7.6. Additional Requested Terms and Conditions. Provider acts on behalf of Agency in carrying out Agency’s obligations to 
provide public access to vehicle accident reports under applicable public record laws. Provider will accordingly follow the 
instruction and direction of Agency in fulfilling requests for Agency’s Reports. Should Agency require any specific terms and 
conditions for the disclosure or use of Reports on Provider’s eCommerce web portal beyond the terms and conditions 
otherwise defined herein, including any conditions relating to compliance with any laws restricting the disclosure, 
obtainment or use of Agency’s Reports, Agency will notify Provider within three (3) business days of Agency’s decision.
Otherwise, Provider will rely on Agency to determine that all legal conditions relating to the disclosure, obtainment, and use 
of Agency’s Reports have been met when Agency authorizes Provider to disclose Agency’s Reports to Authorized Requestors 
on Provider’s eCommerce web portal pursuant to this Agreement. 

8. CONFIDENTIAL INFORMATION AND INTELLECTUAL PROPERTY OWNERSHIP.

8.1. Definition.  “Confidential Information” means all non-public information provided by the disclosing Party to the receiving 
Party hereunder, including, without limitation, the terms of this Agreement, all information related to technical, financial, 
strategies and related information, business information, computer programs, algorithms, know-how, processes, databases, 
systems, ideas, inventions (whether patentable or not), schematics, Trade Secrets (as defined by applicable law) and other 
information (whether written or oral).  Confidential Information does not include Reports and information related thereto.  
Confidential Information does not include information that was, at the time of the disclosure: (a) or becomes (through no 
improper action or inaction by the recipient) generally known to the public; (b) lawfully disclosed to recipient by a third-
party and received in good faith and without any duty of confidentiality by the recipient or the third-party; (c) in recipient’s 
possession or known to it prior to receipt from discloser; or (d) independently developed by recipient; provided in each case
that such forgoing information was not delivered to or obtained by recipient as a result of any breach of this Agreement.

8.2. Treatment of Confidential Information.  Each Party agrees to protect the Confidential Information with the same degree of 
care it uses to protect its own confidential information of a similar nature, but not less than a reasonable standard of care 
and not to use the other Party’s Confidential Information other than as necessary to perform its obligations or as permitted 
under this Agreement.  A Party shall not remove or destroy any proprietary or confidential legends or markings placed upon 
or contained within any Confidential Information. 

8.3. Intellectual Property Ownership.  Each Party retains all right, title, and interest under applicable contractual, copyright and 
related laws to their respective Confidential Information, including the right to use such information for all purposes 
permissible by applicable laws, rules, and regulations.  Provider retains all rights (other than the limited license granted 
herein), title, interest, ownership and all intellectual property rights in the Services including any improvements or 
modifications thereto, and Agency shall use such information consistent with such right, title and interest and notify 
Provider of any threatened or actual infringement thereof. Agency shall not remove or obscure any copyright or other 
notices from the Services or materials provided hereunder.

8.4. Exception for Subpoenas and Court Orders.  A Party may disclose Confidential Information solely to the extent required by 
subpoena, court order or other governmental authority, provided that the receiving Party provides the disclosing Party 
prompt written notice of such subpoena, court order or other governmental authority so as to allow the disclosing Party an 
opportunity to obtain a protective order to prohibit or limit such disclosure at its sole cost and expense. Confidential 
Information disclosed pursuant to subpoena, court order or other governmental authority shall otherwise remain subject to 
the terms applicable to Confidential Information.

8.5. Duration.  Each Party’s obligations with respect to Confidential Information shall continue for the term of this Agreement 
and for a period of five (5) years after termination of this Agreement, provided however, that with respect to Trade Secrets,
each Party’s obligations shall continue for so long as such Confidential Information continues to constitute a Trade Secret.
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8.6. Return of Confidential Information.  Upon the written request of a Party (and except as otherwise specifically set forth in an 
applicable Order), each Party shall return or destroy (and certify such destruction in a signed writing) any of the other 
Party’s Confidential Information unless retention of such information is required by law, regulation, court order, or other 
similar mandate.

8.7. Injunctive Relief. In the event of a breach or a threatened breach of the confidentiality or privacy provisions of this 
Agreement, the non-breaching Party may have no adequate remedy in monetary damages and, accordingly, may seek an 
injunction against the breaching Party. 

8.8. Other.  During the term of this Agreement and subject to approval by Agency, Agency agrees to serve as a reference for the 
Services, which may include (i) reference calls with mutually acceptable prospects; (ii) a published “success story” describing 
the partnership with Provider; (iii) the use of Agency’s name in Provider marketing activities; or (iv) a favorable reference of 
Provider to an industry analyst or at an industry conference.

9. PROVIDER AUDIT RIGHTS. Agency understands and agrees that, in order to ensure Agency’s compliance with the 
Agreement, as well as with applicable laws, regulations and rules, Provider’s obligations under its contracts with its data providers, 
and Provider’s internal policies, Provider may conduct periodic reviews of Agency’s use of the services and may, upon reasonable 
notice, audit Agency’s records, processes and procedures related to Agency’s use, storage and disposal of the Services and 
information received therefrom.  Agency agrees to cooperate fully with any and all audits and to respond to any such audit inquiry 
within ten (10) business days, unless an expedited response is required.  Violations discovered in any review and/or audit by Provider 
will be subject to immediate action including, but not limited to, invoicing for any applicable fees (if Services are based on number of 
users and Agency’s use exceeds licenses granted), suspension or termination of the license to use the Services, legal action, and/or 
referral to federal or state regulatory agencies.

10. REPRESENTATIONS AND WARRANTIES. Agency represents and warrants to Provider that Agency is fully authorized to 
disclose Reports, information, and related data or images to Provider in accordance with this Agreement and to grant Provider the 
rights to provide the Services as described herein.  Where redaction of Reports is required prior to provision to Provider, Agency 
represents and warrants it will redact applicable Reports consistent with all laws and regulations.   In performing their respective 
obligations under this Agreement, each Party agrees to use any data and provide any Services, in strict conformance with applicable 
laws and regulations, and further, to comply with all applicable binding orders of any court or regulatory entity and consistent with 
the terms of this Agreement. 

11. LIMITATION OF WARRANTY. FOR PURPOSES OF THIS SECTION, “PROVIDER” INCLUDES PROVIDER AND ITS AFFILIATES, 
SUBSIDIARIES, PARENT COMPANIES, AND DATA PROVIDERS.  THE SERVICES PROVIDED BY PROVIDER ARE PROVIDED "AS IS" AND 
WITHOUT ANY WARRANTY, EXPRESS, IMPLIED, OR OTHERWISE, REGARDING ITS ACCURACY OR PERFORMANCE INCLUDING WITHOUT
LIMITATION ANY IMPLIED WARRANTY OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE, SUITABILITY, ORIGINALITY, 
OR OTHERWISE, OF ANY SERVICES, SYSTEMS, EQUIPMENT OR MATERIALS PROVIDED HEREUNDER.  

12. INDEMNIFICATION. To the extent permitted under applicable law, each Party shall defend, indemnify, and hold harmless 
the other Party, its affiliates, and their officers, directors, employees, and agents  (the “indemnified parties”)  against and from any 
and all losses, liabilities, damages, actions, claims, demands, settlements, judgments, and any other expenses (including reasonable 
attorneys' fees), which are asserted against the indemnified parties by a third party, but only to the extent caused by (i) violation of 
law in the performance of its obligations under this Agreement by the indemnifying Party, its affiliates, or the officers, agents or 
employees of such Party (the “indemnifying parties”); (ii) the gross negligence or willful misconduct of the indemnifying Parties 
during the term of this Agreement; (iii) violation, infringement or misappropriation of any U.S. patent, copyright, trade secret or 
other intellectual property right; or (iv) with respect to Agency, violation of any of the license terms or restrictions contained in this 
Agreement.  The indemnities in this section are subject to the indemnified Parties promptly notifying the indemnifying Parties in 
writing of any claims or suits.

13. LIMITATION OF LIABILITY. To the extent permitted by applicable law, Provider’s entire liability for any claims(s) resulting 
from its acts or omissions, including, but not limited to negligence claims under this Agreement shall not exceed the total amount of 
Fees actually received by Provider from Agency (excluding pass through or out of pocket expenses) for the specific services from 
which liability arises during the twelve (12) month period immediately preceding the event first giving rise to such liability, and if not 
yet in the twelfth (12th) month of this Agreement, for the period leading up to such event.  To the extent the relevant services are 
made available at no cost to Agency, then in no event shall Provider’s liability to Agency under this Agreement exceed one hundred 
dollars ($100.00) in the aggregate. This limitation of liability will not apply to any claims, actions, damages, liabilities or fines relating 
to or arising from Provider’s gross negligence or willful misconduct. In no event shall Provider be liable for any indirect, special, 
incidental, or consequential damages in connection with this Agreement or the performance or failure to perform hereunder, even if 
advised of the possibility of such damages.
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14. FORCE MAJEURE. Neither Party will be liable for any delay or failure to perform its obligations hereunder due to causes 
beyond its reasonable control, including but not limited to natural disaster, pandemic, casualty, act of god or public enemy, riot, 
terrorism, or governmental act; provided, however, that such Party will not have contributed in any way to such event.  If the delay 
or failure continues beyond thirty (30) calendar days, either Party may terminate this Agreement or any impacted Order with no 
further liability, except that Agency will be obligated to pay Provider for the Services provided under this Agreement prior to the 
effective date of such termination.

15. NOTICES. All notices, requests, demands or other communications under this Agreement shall be in writing to the address 
set forth in the opening paragraph and shall be deemed to have been duly given: (i) on the date of service if served personally on the 
party to whom notice is to be given; (ii)  on the day after delivery to a commercial or postal overnight carrier service; or (iii) on the 
fifth (5th) day after mailing, if mailed to the Party to whom such notice is to be given, by first class mail, registered or certified, 
postage prepaid and properly addressed.  Any Party hereto may change its address for the purpose of this section by giving the other 
party timely, written notice of its new address in the manner set forth above.

16. MISCELLANEOUS.

16.1 Affiliates. For purposes of this Agreement, “Affiliate” means any corporation, firm, partnership or other entity that 
directly or indirectly controls, or is controlled by, or is under common control with Provider. Affiliates shall not be bound 
by the terms and conditions of this Agreement with respect to the provision of their applicable Services hereunder and 
nothing in this Agreement shall prevent or limit Affiliates from offering previously purchased Reports or data extracted 
from Reports for sale.

16.2 Independent Contractor/No Agency.  Each Party acknowledges that it has no authority to bind or otherwise obligate the 
other Party.

16.3 Assignment.  Neither Party shall assign this Agreement in whole or in part without the prior written consent of the other 
Party, and any such attempted assignment contrary to the foregoing shall be void.  Notwithstanding the foregoing, an 
assignment by operation of law, as a result of a merger or consolidation of a Party, does not require the consent of the 
other Party.  This Agreement will be binding upon the Parties’ respective successors and assigns.

16.4 Headings, Interpretation, and Severability.  The headings in this Agreement are inserted for reference only and are not 
intended to affect the meaning or interpretation of this Agreement.  The language of this Agreement shall not be 
construed against either Party.  If any provision of this Agreement shall be held to be invalid, illegal, or unenforceable, the 
validity, legality, or enforceability of the remaining provisions shall not in any way be affected or impaired thereby.

16.5 Waiver; Remedies Non-Exclusive.  No failure or delay on the part of any Party in exercising any right or remedy provided 
in this Agreement will operate as a waiver thereof.  Unless otherwise provided herein, any remedy will be cumulative to 
any other right or remedy available at law or in equity.

16.6 Survival.   Sections 2-4, 7-12, and 15 shall survive the termination or rescission of this Agreement.
16.7 Provider Shared Facilities.  Provider may utilize facilities located outside the United States to provide support or the 

Services under this Agreement, and if such centers are utilized they shall be under the control of Provider and subject to 
all Provider policies that govern data access, protection and transport in the United States. 

16.8 Entire Agreement.  This Agreement represents the entire Agreement of the Parties and supersedes all previous and 
contemporaneous communications or agreements regarding the subject matter hereto.  Agency by its signature below 
hereby certifies that Agency agrees to be bound by the terms and conditions of this Agreement including those terms and 
conditions posted on web pages specifically set forth herein or contained with any software provided under this 
Agreement, as may be updated from time to time.  Any additional terms or conditions contained in purchase orders or 
other forms are expressly rejected by Provider and shall not be binding. Acceptance or non-rejection of purchase orders 
or other forms containing such terms; Provider’s continuation of providing Products or Services; or any other inaction by 
Provider shall not constitute Provider’s consent to or acceptance of any additional or different terms from that stated in 
this Agreement.  This Agreement may only be modified by a written document signed by both Parties.

16.9 Governing Law. The Agreement will be governed by and construed under the laws of the State of California excluding its 
conflict of law rules.
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IN WITNESS WHEREOF, the Parties have caused this Agreement to be executed by their respective authorized representatives as 
of the Effective Date.

Agency:  City of Brea Police Department Provider: LexisNexis Coplogic Solutions Inc.

Signature:__________________________ Signature:___________________________

Printed Name:______________________ Printed Name:________________________

Title:______________________________ Title:________________________________

Date:______________________________ Date:_______________________________
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EXHIBIT A - SECURITY AND NOTIFICATION REQUIREMENTS

1. Data Protection. Agency shall take appropriate measures to protect against the misuse and unauthorized access through or 
to Agency’s (i) credentials (“Account IDs”) used to access the Services; or (ii) corresponding passwords, whether by Agency or any 
third party; or (iii) the Services and/or information derived therefrom.  Agency shall manage identification, use, and access control to 
all Account IDs in an appropriately secure manner and shall promptly deactivate any Account IDs when no longer needed or where 
access presents a security risk.  Agency shall implement its own appropriate program for Account ID management and shall use 
commercially reasonable efforts to follow the policies and procedures for account maintenance as may be communicated to Agency 
by Provider from time to time in writing. 

2. Agency’s Information Security Program. Agency shall implement and document appropriate policies and procedures 
covering the administrative, physical and technical safeguards in place and relevant to the access, use, storage, destruction, and 
control of information which are measured against objective standards and controls (“Agency’s Information Security Program”).  
Agency’s Information Security Program shall: (1) account for known and reasonably anticipated threats and Agency shall monitor for 
new threats on an ongoing basis; and (2) meet or exceed industry best practices.  Agency will promptly remediate any deficiencies 
identified in Agency’s Information Security Program.   Agency shall not allow the transfer of any personally identifiable information 
received from Provider across any national borders outside the United States without the prior written consent of Provider.  

3.  Agency Security Event.  In the event Agency learns or has reason to believe that Account IDs, the Services, or any 
information related thereto have been misused, disclosed, or accessed in an unauthorized manner or by an unauthorized person (an
“Agency Security Event”) Agency shall:

(i) provide  immediate written notice to: 
a) the Information Security and Compliance Organization at 1000 Alderman Drive, Alpharetta, Georgia 30005; 

or 
b) via email to (security.investigations@lexisnexis.com); or 
c) by phone at (1-888-872-5375) with a written notification to follow within twenty four (24) hours; and

(ii) promptly investigate the situation; and
(iii) obtain written consent from Provider, not to be unreasonably withheld, prior to disclosing Provider or the Services to 

any third party in connection with the Agency Security Event; and
(iv) if required by law, or in Provider’ discretion,  Agency shall:

a) notify the individuals whose information was disclosed that an Agency Security Event has occurred; and
b) be responsible for all legal and regulatory obligations including any associated costs which may arise in 

connection with the Agency Security Event; and
(v) remain solely liable for all costs and claims that may arise from the Agency Security Event, including, but not limited to: 

litigation (including attorney’s fees); reimbursement sought by individuals (including costs for credit monitoring and 
other losses alleged to be in connection with such Agency Security Event); and

(vi) provide all proposed third party notification materials to Provider for review and approval prior to distribution.

In the event of an Agency Security Event, Provider may, in its sole discretion, take immediate action, including suspension or 
termination of Agency’s account, without further obligation or liability of any kind.
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